


 Recap of NRA process
 The EU SNRA and 4MLD
 2016 NRA
 Development of the 2018 NRA
 Key Findings



Public Sector Private Sector

Attorney General’s Chambers

EUID/LSU

Finance Centre Director

Financial Services Commission

Gaming Commissioner

Gibraltar Criminal Intelligence Department

Gibraltar Financial Intelligence Unit

Gibraltar Regulatory Authority

HM Customs

Royal Gibraltar Police

Association of Trust and Company Managers

Gibraltar Association of Compliance Officers

Gibraltar Banker's Association

Gibraltar Betting and Gaming Association

Gibraltar Chamber of Commerce

Gibraltar Federation of Small Businesses

Gibraltar Society of Accountants



16 Risks Identified
None High Risk



 Article 7(1) of 4MLD

Each Member State shall take appropriate steps to 
identify, assess, understand and mitigate the risks of 
money laundering and terrorist financing affecting it, as 
well as any data protection concerns in that regard. It 
shall keep that risk assessment up to date. 

 Regulation 7(2) of the National Coordinator for Anti-
Money Laundering and Combatting Terrorist 
Financing Regulations 2016

In carrying out the review and report he must take 
account of the risk assessment produced by the 
European Commission, under Article 6(1) of the 
Directive, dealing with the risks of money laundering 
and terrorist financing affecting the internal market of 
the European Union and relating to cross-border 
activities, once such risk assessment is available.





Early consultation with GFCC Associations 
and members as to 
• possible additional risks and Gib Specific 

mitigation measures

• 1st Draft consultation on Gib version of NRA

• 2nd Draft consultation

• 3rd Consultation prior to release



2016 NRA only covered ML risks
• Separate confidential TF assessments existed for 
 Jurisdiction 
 NPO Sector

2018 NRA
• TF and ML threat & vulnerability scored 

separately and combined
• 55 Different risks
• Combined 2016 NRA Risks, EUSNRA Risks and 

new Risks







1. E-money

2. Conversion of funds

3. Creation of legal entities and 

legal arrangements

4. Retail financial sector-

Deposits on accounts

5. Virtual currencies

6. Transfers of funds

7. Cash intensive business

8. Investment real estate

9. Payment services

10. Private banking-Deposits on 

accounts

11. Proximity to Organised 

Crime

12. Legal service from notaries 

and other independent legal 

professionals

13. Sanctions



Risk Name
Total Risk Score

TF Risk Assessment

ML Risk Assessment

Threat Description



Risk assessment.
POCA 25A.(1) Subject to subsection (4), a relevant financial 
business must take appropriate steps to identify and assess the 
risks of money laundering and terrorist financing, taking into 
account risk factors including those relating to their customers, 
countries or geographic areas, products, services, transactions or 
delivery channels, and any information that is made available to 
the relevant financial business pursuant to the National 
Coordinator for Anti-Money Laundering and Combatting Terrorist 
Financing Regulations 2016.



Policies and procedures.
26.(1) A relevant financial business must establish and 
maintain appropriate and risk-sensitive policies, controls and 
procedures, proportionate to its nature and size, relating to–
…
(e) risk assessment and management;






